
The global cost of cybercrime is forecast to 
jump to $23.84 trillion by 2027, up from $8.44 
trillion in 2022 and no organisation is immune, 
with attacks hitting banks and even the  
US State Department in 2023.* 
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OBJECTIVES

This Conference seeks to help you:
• Enhance awareness of financial cyber security threats 
• Develop and implement effective cyber security strategies 
• Get updated on emerging cyber security trends 
• Understand the Cyber Security Act 2024
• Promote compliance with regulations and standards
• Leverage technology for enhanced security 
• Improve cyber security in accounting practices 

ENJOY10%GROUP 
DISCOUNT for registration  

of 3 pax and above 
from the same organisation

WHO SHOULD ATTEND 

• Accountancy Professionals
• Compliance & Risk Management Officers
• Internal Auditors
• Board Members
• Directors, CIOs, CEOs, CFOs, CISOs, and Senior Management
• Legal Managers & Officers
• Corporate Governance Advocates
• Financial & Data Analysts
• Academics and individuals with an interest in cyber security

19 November 2024 (Tuesday), 9.00am – 5.00pm
Connexion Conference & Event Centre @ Nexus, 
Bangsar South, Kuala Lumpur

ORGANISED BY:

SUPPORTING PARTNERS:

As financial data remains a top target for cyberattacks, the need for accounting professionals and businesses to 
protect this sensitive and priceless information is more urgent than ever. 

A key strategy in safeguarding the integrity of financial data is enhancing accounting cyber security, defined as the 
systems and risk management plans that defend against the mounting risks of cyberattacks and data breaches. This 
calls for increased collaboration between accountants and IT teams to formulate and implement more effective cyber 
defences.

Specially tailored for accounting and finance professionals, this Cyber Security Conference aims to provide the 
specific knowledge and tools on how to design a robust cyber security strategy to protect financial data. Our expert 
speakers and panellists will offer practical tips for securing data and advocating for the integration of best practices 
in both cyber security and accounting within your organisation. The Conference will also cover the Cyber Security 
Act 2024, gazetted on 26 June 2024, and highlight what accountants need to know about the Code of Practice, 
compliance and reporting, licensing of cybersecurity service providers, as well as enforcement and penalties.
* https://www.weforum.org/agenda/2024/01/cybersecurity-cybercrime-system-safety/

GOLD PARTNERS:

WELCOME REMARKS BY

LIM FEN NEE
Chairman, Digital Technology 

Implementation Committee (DTIC), 
Malaysian Institute of Accountants



CONFERENCE PROGRAMME

8.30 am REGISTRATION & WELCOME REFRESHMENTS

9.05 am WELCOME REMARKS 
LIM FEN NEE    |   Chairman, Digital Technology Implementation Committee (DTIC), Malaysian Institute of Accountants 

9.15 am CYBER SECURITY ACT 2024: SAFEGUARDING MALAYSIA’S CYBER SECURITY INFRASTRUCTURE
Officially gazetted on 26 June 2024, this landmark legislation seeks to strengthen Malaysia’s cyber defences and enhance resilience against emerging cyber threats. 
This session will introduce the Cyber Security Act 2024 and highlight what accountants need to know about the Code of Practice, compliance and reporting, 
licensing of cyber security service providers, as well as enforcement and penalties.
SPEAKER
NUR AZURA MURAH    |   Senior Principal Assistant Director, Cyber Security Legal Division, National Cyber Security Agency (NACSA)

10.00 am MORNING REFRESHMENTS & NETWORKING

10.30 am PANEL DISCUSSION
FINANCIAL CYBER THREATS: STRATEGIES AND INNOVATIONS
Beginning with an overview of the current and emerging financial cyber threats, this session will delve into practical strategies, technologies, and the latest 
innovations for mitigation and defence against cyber risks. 
MODERATOR
JASON YUEN    |   Technology Consulting Partner, Ernst & Young Consulting Sdn Bhd
PANELLISTS 
TS. SURAYA HANI AHMAD ZAKI    |   Senior Architect, Threat Intelligence Architecture and Research, Cyber Risk Intelligence Department, CyberSecurity Malaysia
MUHAMMAD DAWUD WILMOT    |   Partner, Technology, Risk and Cyber Security Advisory, KPMG Malaysia
TIMOTHY TOK    |   Head, Analytics and Cybersecurity, Awantec

11.30 am PANEL DISCUSSION
BRIDGING THE GAP: EFFECTIVE COMMUNICATION BETWEEN SECURITY LEADERS AND BOARD MEMBERS ON CYBER SECURITY RISK 
Effective communication between security leaders tasked with protecting organisational assets and board members is more crucial than ever to guard against 
rapidly evolving cyber threats. 
Discover how organisations can bridge the communication gap between these two parties to enable board members to make informed strategic decisions for 
robust cyber security governance and risk management.
MODERATOR
RODNEY LEE    |   Chief Executive Officer, Group Cybersecurity, Cybots Pte Ltd
PANELLISTS
BRYAN CHUNG    |   Executive Director, True Vine Capital Partners
CHARI TVT    |   Consultant and Board Member of Various PLCs
NATHANIEL SOO    |   Regional Senior Manager, GE HealthCare 
SIVANATHAN SUBRAMANIAM    |   General Manager, Cyber Security & Resilience, CTOS Data Systems

12.30  pm LUNCH  & NETWORKING

2.00 pm RESPOND LIKE A ROCKSTAR: CYBER SECURITY IN THE FINANCIAL & ACCOUNTING SECTOR
In today’s fast-paced financial and accounting sector, organisations are turning to Artificial Intelligence (AI) and Machine Learning (ML) as 
game-changers in the fight against cyber threats. However, while these cutting-edge technologies bolster security, they also present new 
challenges, as cybercriminals are quick to exploit them to amplify their attacks and target weaknesses.
This session dives into the dual-edged sword of AI and ML, exploring both their transformative benefits and the potential risks they bring 
to digital integrity. Learn how to harness these powerful tools and integrate them into your cyber security strategy, empowering your 
organisation to respond like a rockstar in the face of evolving cyber threats.
SPEAKER
DARRENT NG    |   Director, Regional Channel & Alliances–APAC, Group-IB 

2.30 pm HACKING DEMO ON LATEST CYBER THREATS
SPEAKERS
A. ZAKWAN    |   Pre-Sales Manager, Group-IB
SARAH MOHD NOR    |   Cybersecurity Systems Engineer, Cisco Systems

3.00 pm ZERO-TRUST AND NEW SECURITY FRONTIERS TO SECURE YOUR FUTURE
A look into advanced security strategies and frameworks aimed at protecting digital environments from modern threats. Delve into the 
principles of zero-trust architecture, which assumes that threats could be both internal and external, requiring continuous verification of 
user identities and device health. Explore emerging security technologies and methodologies that extend beyond traditional defenses, 
helping organisations stay ahead of evolving cyber threats. 
The session aims to provide actionable insights and best practices to ensure robust security for the future.
SPEAKER
RAJ MOHANDAS    |   Architecture Business Development Manager, Cisco Systems

3.30 pm PANEL DISCUSSION
ACCOUNTANTS: ARE WE REALLY CYBER RESILIENT?   
In an increasingly digital world, the role of accountants has evolved beyond traditional financial reporting and compliance to include a significant focus on cyber 
security. As custodians of sensitive financial data and critical business information, accountants are integral to an organisation’s overall cyber security posture. 
But are we truly cyber resilient? 
This session explores the current state of cyber security resilience in the accounting profession, examining strengths, weaknesses, and areas for improvement.
MODERATOR
LIM HUCK HAI    |   Managing Partner–Consulting, Baker Tilly Malaysia
PANELLISTS
TS. HAJI AIZUDDIN MOHD GHAZALI    |   Director, Cyber Security Department, Bank Negara Malaysia
AZRIL RAHIM    |   Head, Cyber Threat Intelligence Management, Tenaga Nasional Berhad
TS. PRASAD JAYABALAN    |   Head, Cybersecurity Strategy and Architecture, Axiata Group

4.30 pm AFTERNOON REFRESHMENTS & NETWORKING

5.00 pm END OF CONFERENCE

Brought to you by:

Brought to you by:



CONFERENCE SPEAKERS

TS. HJ AIZUDDIN MOHD GHAZALI
Ts. Hj Aizuddin is Director of the Cyber Security Department at Bank Negara Malaysia. He is a certified Technologist, Cyber, Information Security, Risk, Financial and Audit 
professional with broad business knowledge. He has over 30 years of working experience across various industries including central banking, large multinationals and 
diversified businesses, telecommunications, financial and shared services. Throughout his working experience, he was involved in various successful digital, technology 
and cybersecurity transformational programmes. He received major local and international awards and accolades including Malaysia Cyber Security Professional of The 
Year 2015, Malaysia Cyber Security Projects of The Year 2010, Finalists in EGS Global CISO of The Year 2016 and MIS Asia 2010–Best Security Strategy. He has been 
frequently featured as one of keynote speakers in various local and international public seminars and conferences.

AZRIL RAHIM
Azril is Head of Cyber Threat Intelligence Management for Tenaga Nasional Berhad (TNB). His unit focuses on cybersecurity technical and strategic management advisory 
to the entire TNB core operation value chain that includes B2B and B2C. His unit is also responsible for fraud investigation (payment, identity and operation), cybersecurity 
offensive operations and cybersecurity audits including ISO27001, PCI-DSS, IEC62443. He has been in the cybersecurity domain for almost 27 years, with the first 15 years 
focused on technical work, and in strategic management consulting since 2013. He started focusing on IT/OT security particularly in Energy Utilities since 2016. He has 
published several cybersecurity technical papers in the fields of computer forensics, threat intelligence, risk management, smart grids and industrial control system (ICS). 
He also has published several open-source software titles and has won industrial awards accolades in computer forensics and threat intelligence. A sought-after speaker at 
international cybersecurity and ICS, Azril holds a Post Graduate Degree in Cybersecurity from Massachusetts Institute of Technology (MIT), two BSc Degrees in Computer 
Science and Operation Management from The University of Missouri, and a number of professional cybersecurity certifications from SANS, ISC2, and EC COUNCIL.

A. ZAKWAN 
Zakwan is the Pre-Sales Manager at Group-IB and has over 12 years of industry experience in cyber security. His focus is on Enterprise Security Solutions, Security 
Operation Centres, and Cyber Security Assessment. Prior to Group-IB, he had worked with different multinational and local institutions including DXC, HPE, BAE Systems, 
Spectrum-Edge, and DVM Innovate. His experience covers technical, pre-sales, and solutions and he has served as Network Engineer, Security Engineer, Security 
Consultant and Solution Architect. Zakwan holds a Bachelor’s degree in Information Technology & Networking.

BRYAN CHUNG
Bryan is an Executive Director of True Vine Capital Partners, a venture capital fund manager in Singapore. He has over 25 years’ experience as a senior executive in 
investment banking, venture capital, and digital finance including being the COO of an equity crowdfunding platform and executive director of a digital wallet service provider 
in Malaysia. He serves as an independent director at CPA Australia Ltd and a member of the Audit, Risk and Compliance Committee. He is Chair of the Audit Committee 
and Remuneration Committee at Sim Leisure Group Limited, and is an Accredited Director under the Singapore Institute of Directors. A graduate of Monash University in 
Melbourne, Bryan is a Fellow of CPA Australia and served on CPA Australia’s Malaysia Divisional Council and pioneered the Digital Transformation Committee. A Chartered 
Accountant of the Malaysian Institute of Accountants (MIA), he is part of MIA’s Digital Technology Implementation Committee. He is also a Fellow of Chartered Institute of 
Management Accountants (CIMA), and a member of ASEAN CPA.

CHARI TVT
Chari is a business/financial consultant with a local listed conglomerate, high-tech 5G infrastructure company, a global forensics & valuation company, large infrastructure 
company in the aviation sector, and a high-tech semi-conductor chip manufacturer amongst others. He is a Board member of several entities in Malaysia and abroad. He was 
Group CFO of Axiata Group & Celcom Telecommunication and the CFO of Celcom Axiata. Prior to the Axiata Group, he was Vice President of Sales for Asia Pacific and Japan 
at Hewlett Packard and had served HP for over twenty years in Hongkong, Singapore, Thailand and Malaysia. He is a frequent speaker at local and international conferences 
on topics like Importance of Analytics, Digital Disruptions, Digital Transformation, Technology Risk Assessment, etc. He is an advisory member of a subcommittee of MIA, 
a mentor for entrepreneurs under Endeavor Malaysia, and an advisory member to a plastic recycling company. Chari holds an MBA from State University of New York at 
Buffalo, is a Fellow member of the Chartered Institute of Management Accountants UK, a Fellow member of Institute of Chartered Accountants of India, and a Member of 
Institute of Cost and Works Accountants of India.

DARRENT NG
Darrent is Director for Regional Channel & Alliances–APAC at Group-IB. With 19 years of IT expertise, he contributes his extensive experience to Group-IB where he 
offers guidance to the financial sector, enterprises, government agencies, and private sector organisations, as well as business partners.  His role involves advising on 
the development of effective models to modernise and enhance cybersecurity postures. Darrent demonstrates a unique blend of technical expertise, strategic thinking, 
and effective communication skills, coupled with a profound understanding of business operations. His in-depth knowledge encompasses cyber security principles, 
technologies, and best practices. Additionally, he stays abreast of current and emerging cyber threats and vulnerabilities, showcasing proficiency in utilising cyber security 
tools and technologies. The wealth of knowledge he brings to the industry enables him to craft a comprehensive and proactive cybersecurity strategy, safeguarding an 
organisation's assets while aligning seamlessly with its overarching mission and objectives.

JASON YUEN
Jason is a Technology Consulting Partner in EY Consulting Sdn Bhd and is also EY’s Malaysia Cybersecurity Leader. He has over 27 years of experience in the industry 
serving multiple roles and working with clients across various industries including financial services, telecommunications, manufacturing, energy and utilities as well as 
government. His key areas of focus include cybersecurity, risk management, data privacy & protection, business continuity and crisis management. Prior to returning 
to EY, Jason has held various senior roles in the industry including for the government, a dedicated regional managed security services company as well as a global 
technology organisation. He is an active speaker in the industry globally and regionally and has spoken at key events including ISACA ASIACACS, Singapore TACS, PIKOM 
Cybersecurity Conference as well as other events. He is a member of PIKOM’s Cybersecurity Committee and Tung Shin Hospital’s IT Committee. He was a past president 
of ISACA Malaysia Chapter and also served on ISACA International’s working group on Governmental and Regulatory Agencies. An ISO27001 Lead Auditor and CISSP-
certified, Jason holds a Bachelor of Business from the University of Technology Sydney, Australia.

LIM HUCK HAI
Huck Hai is the Managing Partner–Consulting at Baker Tilly Malaysia and has over 30 years of experience in Digital, Cyber, and Management Consulting. He has assisted the 
Government of Malaysia in implementing the Digital Signature Act 1997 and Digital Signature Regulations 1998, established Cyber Security Malaysia (CSM), and developed 
the first national information security policy for the purpose of critical infrastructure protection. He had assisted MCMC in conducting a study for the establishment of 
national Root CA, assisted 3 national Certification Authorities (CAs) in Malaysia to establish the business go-live operations, and completed several WebTrust audits 
for regulatory bodies, public CAs and enterprise CA. He was also appointed by Cyber Security Malaysia to conduct the Cyber Resilience Study in 2023. Huck Hai is the 
elected President of Association of Certified Fraud Examiners–Malaysia Chapter, member of ICAEW Tech Board in London, UK, council member of Malaysian Institute 
of Accountants in Year 2000, and board member of ISACA–Malaysia Chapter and CPA Australia–Malaysia Division. He holds a Bachelor of Economics (Accounting & 
Computer Science) from Monash University, Australia and a Graduate Diploma in Business Law from Staffordshire University, UK. 

MUHAMMAD DAWUD WILMOT
Muhammad Dawud is a Partner of Technology, Risk and Cyber Security Advisory at KPMG Malaysia where he leads client engagements and has over 23 years of experience 
in cyber security, IT audit, and assurance. Prior to joining KPMG, he was the head of cyber security, cloud and infra management at Maxis Berhad and Celcom Axiata. He 
had also worked in leading tech companies such as Intel and Symantec. His career progression entailed achieving various cyber security certifications including the Certified 
Information Systems Security Professional (CISSP), Certified Business Continuity Professional (CBCP), Certified Information Security Manager (CISM), Certified Information 
Systems Auditor, ISACA, and ISO 27001 Lead Auditor.



CONFERENCE SPEAKERS

NATHANIEL SOO
Nathaniel is the Regional Senior Manager of GE HealthCare. He is an information security professional with more than 16 years of experience primarily in the FSI space of 
Singapore and Malaysia. He was also a past Director of Communications for the Malaysian chapter of ISC2 and holds dual degrees majoring in accounting and business 
systems from Monash University.

NUR AZURA MURAH
Nur Azura is the Senior Principal Assistant Director of the Cyber Security Legal Division at the National Cyber Security Agency (NACSA), a position she assumed in September 
2024. Prior to this, she served as a Senior Federal Counsel/Deputy Public Prosecutor for the Royal Malaysian Customs Department (2022 – 2023). Nur Azura had previously 
served as a Magistrate in Klang and Kuala Lumpur (2009 – 2015), and as a Deputy Registrar in the Shah Alam High Court and the Klang High Court (2015 – 2022). 

TS. PRASAD JAYABALAN
Ts. Prasad is the Head of Cybersecurity Strategy & Architecture at Axiata Group, one of Asia’s foremost telecommunications conglomerates operating in multiple countries. 
Joining Axiata in 2022, he has been instrumental in developing and implementing comprehensive cyber security strategies that safeguard the company’s critical assets 
and data. His responsibilities include developing and governing Enterprise Security Architecture, overseeing the implementation of advanced security technologies, 
and ensuring compliance with global cyber security standards and regulations. A seasoned Professional Technologist (Ts.) in the cybersecurity technology domain and 
registered with the Malaysia Board of Technologists, his career in cyber security spans almost two decades. Prior to Axiata, he held prominent positions in leading MNCs 
and GLCs, where he led global information security initiatives and promote the value of security technology to manage cyber security risk and make business feel safer. 
He also serves as an Adjunct Professor, where he shares his extensive knowledge and experience with the next generation of cybersecurity professionals. Prasad holds an 
MBA and a Bachelor’s degree in Computer Science from Universiti Teknologi Malaysia. He is a Certified Information Security Manager and Certified in Risk and Information 
Systems Control and holds several other industry-recognised certifications.

RAJ MOHANDAS
Raj serves as an Architecture Business Development Manager (BDM) for Cisco Systems, based in Malaysia and overseeing the ASEAN region. With over a decade of 
experience in computer networks and security, Raj is passionate about delving into the foundational elements of an organisation's digital transformation journey. He is 
dedicated to helping organisations secure their assets, data, and personnel, ensuring a robust and resilient digital future. Raj's expertise extends to the implementation 
of zero-trust security models, which are critical in today's threat landscape. He specialises in creating environments where trust is never assumed and verification is 
continuous, thus minimising the risk of breaches.  

RODNEY LEE
Rodney is the Chief Executive Officer, Group Cybersecurity of Cybots Pte Ltd, Singapore. Cybots provide leading-edge cyber security solutions to partners in ASEAN and 
Australasia with best-in-class solutions for their cyber security needs and deliver these with high risk-mitigation value. He has over 30 years of experiences in the ICT 
industry, with the last 20+ years crafting IT Security practices, since the advent of firewall solutions in Malaysia in 1999. He started building SOC practices circa 2000 and 
continues to provide consultancy and services for customers across industries. He began his career in the Oil & Gas Industry and has since built a wealth of experience 
supporting customers across various industries such as Government, FIs and Telcos. As a cyber security subject matter expert, he frequently shares his thought leadership 
at many key industry forums such as Asia Business Forum, Annual IT Security Forums, Central Bank-RMiT Forums, and seminars across ASEAN countries. A passionate 
veteran cyber security practitioner, he runs a Cyber Security Threat and Incident Notification Broadcast to over 200 CIOs/CISOs since 2015. This platform serves to keep 
members aware of the increasing threats and vulnerabilities and how to adequately react to mitigate cyber risks.

SARAH MOHD NOR 
Sarah is a Cybersecurity Systems Engineer with Cisco Systems and is a tech-savvy cyber security specialist with nearly a decade of experience, currently fortifying digital 
defences at Cisco Systems for the ASEAN market. Known for her problem-solving flair, her journey began at PwC and Accenture where she fine-tuned her software & 
support skills. After that, she has been weaving her "cyber-magic," crafting innovative solutions to protect networks, data, and infrastructure for the past seven years at 
Cisco. Sarah holds several certifications from Cisco, ISC2 and CompTIA and she has many more in plans. 

SIVANATHAN SUBRAMANIAM
Siva the General Manager of Cyber Security and Resilience at CTOS, a leading credit reporting agency that's rapidly expanding in the ASEAN region. In this role, he helps 
protect the company from cyber threats. He has over 20 years of experience in cybersecurity, working with Malaysia's biggest telco, multinational consulting firms, 
CyberSecurity Malaysia, the Central Bank of Malaysia, and founding a boutique consulting firm. He specialises in cybersecurity strategy and leadership, setting up 
sustainable cybersecurity programmes, and modernising cyber response and recovery. He hosts the "Kopi-O with CISO" podcast, where he chats with experts about cyber 
security, and writes a weekly newsletter, "Cyber Brew," sharing insights and trends with professionals and enthusiasts alike. Siva holds a Master's in Information Security, 
and certifications like CISSP and CISM. 

  
TS. SURAYA HANI AHMAD ZAKI
Ts. Suraya Hani is a Senior Architect, Threat Intelligence Architecture and Research with the Cyber Risk Intelligence Department of CyberSecurity Malaysia, a technical 
cyber security agency under the government that monitors the nation's cyber sovereignty. Her role revolves around research and threat intelligence to evaluate open-source 
intelligence systems and platforms (OSINT-Open-Source Intelligence) in addition to collaborating with government agencies, academia, industry, and non-governmental 
organisations in the tracking, monitoring and responding to the abuse of the internet. In October 2024, she was appointed as a member of the National Blockchain and 
Artificial Intelligence (AI) Council (NBAIC)/JKK1Committee 1-AI Governance and Ethics (AIGE), Policies, Standards, Education under the Ministry of Science, Technology 
and Innovation (MOSTI). Ts. Suraya holds a Bachelor’s Degree (Hons.) in Information Technology from the Northern University (UUM), Malaysia and is currently pursuing 
her Master of Philosophy from the Faculty of Artificial Intelligence, Universiti Teknologi Malaysia. She is a registered Professional Technologist in Cyber Security Technology 
(CS) under the Malaysia Board of Technologists (MBOT).

TIMOTHY TOK
Timothy is the Head of Analytics and Cybersecurity at Awantec where he leads a skilled team focused on leveraging data analytics to drive strategic initiatives and deliver 
innovative solutions. He is a seasoned practitioner, architect and evangelist in all things data, with experience in data analytics projects delivery in the ASEAN region, making 
him a seasoned DW/BI developer, Solution Architect and Presales. He works closely with clients to understand their unique challenges and develop customised analytics 
solutions that address their specific needs. He is also involved in cyber security to enhance his capabilities in safeguarding data and ensuring robust security measures. 
Timothy holds a Master of Business Administration in International Business and a Bachelor’s Degree in Business Information Systems both from University of East London. 
He was also conferred a honorary doctorate in entrepreneurship for his pro bono work as a start-ups mentor, advisor, and angel.



With immediate effect, enrolment for all 
CPE programmes will be

STRICTLY VIA ONLINE REGISTRATION ONLY

MIA Cyber Security Conference 2024  
Strategies for Accountants in the Digital Age

CONFERENCE FEES

Member/Member Firm | RM 850
(MIA/ACCA/CIMA/FPLC/MICPA)
Non-member | RM 1,100
Academician | RM 550

** Members of ACCA, FPLC and MICPA, and group 
registrations are required to contact MIA to register for 
this conference.

Preferred Payment: Pay with MIA-CIMB Affinity Credit Card.

CONFERENCE DETAILS & REGISTRATION

19 November 2024 (Tuesday), 9.00am – 5.00pm
Connexion Conference & Event Centre @ Nexus 
Bangsar South, Kuala Lumpur

Contact : Diana
Tel : 03 2722 9169
Fax : 03 2722 9009
Email : pd@mia.org.my
Address : Malaysian Institute of Accountants
   Dewan Akauntan
   Unit 33-01, Level 33,
   Tower A, The Vertical
   Avenue 3, Bangsar South City
   No. 8, Jalan Kerinchi 
   59200 Kuala Lumpur

HRD CORP (For Claimable Events Only)

Training Programme No.: 10001480532

Scheme Code : HRD Corp Claimable Courses  
      –Skim Bantuan Latihan Khas

Type of Training : Public

PROGRAMME FEE
• Fee is payable to MALAYSIAN INSTITUTE OF ACCOUNTANTS
• Depending on the event, the fee includes course materials and/or lunch 

and/or tea breaks.
- Individual Registration: Full payment shall be made at the point of 

online registration.
- Corporate Registration: Full payment shall be made within thirty 

(30) days from the date of the Invoice or 1 day before the programme, 
whichever earlier.

• Admittance to the programme shall be granted only upon full payment as 
per the above requirement.

PAYMENT MODE
• Payment must be made through the electronic channels i.e. online 

payment via the MIA member service portal and electronic fund 
transfer (EFT).

• Payment by cash and cheque is NOT ACCEPTABLE effective from  
1 January 2022. 

HRD CORP (FOR CLAIMABLE EVENTS ONLY)
• MIA is an approved Training Provider registered under 'Institut 

Akauntan Malaysia' (MyCoID: 631967).
Employer’s Obligations
• To ensure grant approval is obtained prior to event registration and to 

provide the Grant ID notification upon event registration.
• To make full payment to MIA as per the issued Invoice within 14 

working days upon receipt of MIA’s notification in the event the 
approved training fee is cancelled by HRDC due to non-compliance 
on the part of the participant or his/her employer or any valid reasons 
stipulated by HRDC.

• To settle the balance payment to MIA within 14 working days upon 
receipt of MIA’s notification in the event only partial claim is approved 
by HRDC. MIA will provide copy of the original invoice and will not issue 
a new invoice for the balance amount.

• If employer has made payment prior to grant approval, a refund will 
be made to employer subject to reimbursement received from HRDC. 
Refund will be made upon receipt of duly completed employer’s EFT 
Form.

• To provide required information and/or documents after completion 
of event for the purpose of HRDC Claim within 7 working days upon 
receipt of MIA’s notification.

CANCELLATION
Should the participant decide to cancel his/her enrolment, a cancellation 
policy shall be applied as follows:
• For written cancellation received with minimum seven (7) days’ notice 

from the date of the programme, no penalties will be imposed and full 
refund will be made to participants who have paid.

• For written cancellation received less than seven (7) days from the date 
of the programme, an administrative charge of 20% of the registration 
fee will be imposed. Unpaid registrations will also be liable for a 20% 
administrative charge.

• No refunds will be made for written cancellations received on the day of the 
programme or for participants who failed to join the programme. Unpaid 
registrations will also be liable for full payment of the registration fee.

• Replacing registered participants is not allowed.
• Paid registration that is cancelled can opt to transfer the paid amount to 

future event(s) after deducting any applicable administrative charges.
• The transfer request to future event(s) should be confirmed by 

Corporate/Individual within three (3) days after cancellation otherwise 
the cancellation will be confirmed with refund action. Transfer request 
will not be entertained after the refund is processed.

• Corporate/Individual is required to top-up the balance amount if the 
amount to be transferred to the future event is insufficient.

• Any excess amount after transfer will be refunded to the Corporate/
Individual’s bank account as provided in the EFT form.

• Corporate/Individual is required to provide the EFT form each time when 
a refund is requested.

PARTICIPANT’S CLASSIFICATION AND INFORMATION
Category: Corporate/Individual
• Please select the participant classification carefully as it determines the 

fee payable. No alteration will be allowed upon registration.
• The information on Corporate/Individual provided shall be deemed true 

and correct. No alteration will be allowed upon registration.
VERIFICATION OF ATTENDANCE
• All participants are required to present photo identification (NRIC, driving 

licence or company’s ID card) at the point of registration prior to signing 
the registration list when attending the programme. Admittance may be 
denied upon failure to present photo identification.

CERTIFICATE OF ATTENDANCE AND CPE CREDIT HOURS
• Upon full attendance of the programme, participants will be issued an 

e-certificate of attendance. For this purpose, it is COMPULSORY to fill in 
the email address clearly.

• CPE credit hours will be credited into the MIA Member Services Portal 
within 14 days of the programme for participants who have complied 
with all terms and conditions stipulated herein.

• Participants will only be entitled to the CPE hours upon attending the 
entire duration of the programme. CPE hours will not be accorded for 
partial attendance.

COPYRIGHT
The materials of the programme shall not be disclosed or used in any 
manner, either wholly or partially against any other parties and/or used 
in any manner, either wholly or partially as a defence by you and/or any 
other parties under any circumstances. The participants are therefore 
prohibited from reproducing any materials of this programme. All copyright 
and/or intellectual property rights in any relevant materials produced in 
this Programme will remain with the party who produced such materials. 
MIA disclaims responsibility for the materials of this programme. Neither 
the MIA, its Council or any of its Boards or Committees nor its staff shall 
be responsible or liable for any claims, losses, damages, costs or expenses 
arising in any way out of or in connection with any persons relying upon the 
materials provided during the programme.
DATA PROTECTION
Information given by the participants to MIA is true, accurate and to the 
best of their knowledge. The participants have read and agreed with the 
Privacy Notice as stated on MIA’s official website and therefore, allow MIA 
to collect, process, store and use the participants’ data other than what is 
provided under the Personal Data Protection Act 2010.
EXCLUSION OF LIABILITY
This programme shall not constitute an endorsement of the speaker(s) by 
MIA and MIA shall not be liable for whatsoever circumstances arising from 
any engagement between the speaker(s) and the programme’s participants.
DISCLAIMER
Malaysian Institute of Accountants (MIA) reserves the right to change 
the speaker(s), date(s), time(s) and to cancel the programme should 
circumstances beyond its control arise. MIA shall not be responsible 
for any costs, damages or losses incurred by the participant due to 
the changes and/or cancellation. MIA also reserves the right to make 
alternative arrangements without prior notice should it be necessary to do 
so. Upon registering, you are deemed to have read and accepted the terms 
and conditions herein.

TERMS & CONDITIONS FOR SEMINARS

For any assistance, please call (8.45am-5.30pm, Monday-Friday) 

MIA Help Desk @ 603-2722 9000

REGISTRATION PROCESS
• To view more events and download the full brochure, please visit: pd.mia.org.my
• Search and select the event
• Click ‘Register’ to experience the new system by continuing with the respective steps below:
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Enjoy 10% Discount
on total conference fee for registration of 3 
pax and above from the same organisation 


